
 

 
 
 
 
 
Dear Parents, Carers, and School Community,  
  

As part of our ongoing commitment to learners’ wellbeing and digital safety, we want to 
provide some helpful information about how young people today are communicating, 
particularly through emojis, abbreviations, and online codes. It's important to be aware of 
how our young people are expressing themselves in digital spaces, especially through 
private messaging, social media, and gaming platforms.  
Why It Matters:  
Emojis or coded language are used to communicate in ways that may not be immediately 
obvious to adults. While many of these are harmless and part of everyday peer bonding, 
some can be used to disguise risky conversations or behaviors.  
Here are just a few emojis and codes that can have double meanings:  

Some slang/code examples:  
• “99” – Parents are gone  
• “GNOC” – Get naked on camera  
• “POS” – Parent over shoulder  



 
 

• “KMS” – Kill myself (used jokingly or seriously)  
• “FOMO” – Fear of missing out  
 
 

  
  

What You Can Do:  
• Remain observant: Look out for changes in behaviour, this may include low 
self-esteem, being overly isolated or secretive, increased frustration or an anger   
• Stay Involved: Encourage open, non-judgmental conversations with your 
child about their digital life.   
• Stay Curious: Ask questions—not just about what they’re doing online, but 
how they’re communicating.   
• Stay Informed: Keep learning. Language and trends shift rapidly. We will 
continue to share resources to help you stay up to date.  

If you have any questions or concerns, please don’t hesitate to reach out. Together, we can 
support our young people to navigate the digital world safely and confidently.  
  

Warm regards,  
Emily Daly (Corvus Learning Trust Safeguarding Lead)  
 

 

 

 



 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


